Main Features and Benefit

Manage up to 5,000 SNMPv1, v2c agents for one server instance
Support Standard MIB Il, RFC1213, RFC2662, IEEE802.11 MIB,
proprietary VolP MIB, proprietary VPN MIB, proprietary ADSL MIB

Manage the Vigor3300 or VigorAccess devices [ ]

Invoke Web interface, telnet and ping functions for remote control VigOI‘ Central Management System Server ( VIgOI"CMS Server) V M
Integrate VigorView management tool . 0 g . .

Support schedule software upgrade is a multi-tier architecture, flexible and easy to use for system , g o '

Role-based security management

Online help and alarm trouble-shooting

Trap handling capability (150 traps/sec)

Performance measurement, including dynamic chart and report generation
VigorCMS server can be in the Windows 2000, XP, NT, Linux and Sun Solaris
GUl canbeinthe Windows 2000, XP and NT

fault management and backup / restore management.

* Supportauto-discovery management. It can manage 1,000 to 5,000 Vigor devices,
: EEEEE:} :f;fmp,:.,c’:,',?;:ﬁfm depends on the capacity of sever. A step-by-step configuration
* Auto alerting by e-mail wizard makes users deploy large numbers of devices to
= Topology management . 0 . . . .

« Support device polling customer sites easily. VigorCMS provides configuration
. Device panel view management, topology management, security management,

Security Management
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System Architecture User Management Profile Management

The picture depicts the system overview between IP DSLAM devices and VigorCMS system. The VigorCMS server and IP DSLAM devices use SNMP User management includes add, delete update and query users. When you click the main menu item Advance->System manager, you will see the The function of profile management for VigorCMS is to provide an interface for operators to do the configuration management more quickly.
protocol to communicate with each other. function list under the tree folder in the left panel of the system manager window. Click the System->User under the tree will present a user list It can do the configuration to many devices and ports at the same time by using the given profile. Currently, we provide line profile, alarm
dialog box as the picture. profile, and ATM traffic profile.

RADIUS Data  NMS 1 .
SIFNR  HEES:  FWTa mset || Update || Delete || Fter || Retresh | [P Prone [AoE Mades £y
Int ; o User i Profie Nae - [Detaut_amexe] |w| [ Retresn |
jRerng g User Group Name Passwaord | Email | Description | smh il
EMS Client L - — - | [ AlarmProfile - Profile Content
~J Log 1 root +GWINIOMO7... root@ems System Admini... [active || [ TratficClassProfie EQ; el
SOAP - Aarmbiail 2 admin ODPiKuNImvm... [admin@ems  [Adminisirator  [Active || e -
s % 3 operator phdOXVoxBtOK... |op9ratar@ems Operator Active || Intl Msce Tx Raterbps) 32736000
bewd ey Alarm message = Intl Min Tx Rate(bps) 32000
(E-mail or SMS) Ma Intl Detary(ms) 63
I Fast Max Tx Ratelhps) 32736000
[ ] Fast Min Tx Rate(bps) 32000
Auto Discovery @ by
Intl Max Tx Rate(bps) 81
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This Configuration function allows you to configure parameters about devices. When you click the icon of device in the device map in the left panel of User can view alarms when you click the alarm panel in the bottom of the left panel or select the menu Event->Alarm View to see the traps received The function of report for VigorCMS is to provide an interface for operators to export, save and print some statistic data of VigorCMS database.
VigorCMS main window, a device configuration window will be shown as the picture. from devices. These alarms will be stored in the database for query. The picture shows an example as the Alarm and Trap Window. Currently, we provide alarm history, and Long Term PM report.
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